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[bookmark: _Toc509579918][bookmark: _Toc523216024][bookmark: _Toc27054138]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System".
[3]	3GPP TS 38.300: "NR; Overall description; Stage-2".
[4]	3GPP TS 38.401: "NG-RAN; Architecture description".
[5]	3GPP TS 37.340: "NR; Multi-connectivity; Overall description; Stage 2".
[6]	3GPP TS 28.531: "Management and orchestration of 5G networks; Provisioning".
[7]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[8]	GSMA NG.116 – "Generic Network Slice Template" v1.0 (2019-05-23).
[x]	3GPP TS 28.533: "Management and orchestration; Architecture framework".
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[bookmark: _Toc27054150]4.x	Access Control
Access control ensures that an MnS provided by an MnS producer can be consumed only by an authenticated entity with appropriate authorization as specified in TS 28.533 [x].

	3rd change



[bookmark: _Toc27054158]5.x	Requirements MnS Access Control
REQ-MSAC_NRM-CON-001: The NRM definitions should support MnS Access Control.
REQ-MSAC_NRM-CON-002: The NRM definitions should support MnS Access Control identity information.
REQ-MSAC_NRM-CON-003: The NRM definitions should support MnS authentication services.
REQ-MSAC_NRM-CON-004: The NRM definitions should support MnS authorization services.
REQ-MSAC_NRM-CON-005: The MnS Access Control policies should support authorization at MOI level.
REQ-MSAC_NRM-CON-006: The MnS Access Control policies should support authorization at MOI attribute level.
REQ-MSAC_NRM-CON-007: The MnS Access Control policies should support authorization of operations.
REQ-MSAC_NRM-CON-008: The MnS Access Control policies should support authorization of notifications.


